
MSRDG International Journal of Computer Scientific Technology & Electronics Engineering Volume 1 Issue 1, 7-11, Jan-Feb 2025
2025 Multi-Sense Research Developing Group

7

AC-JBR22 Based On Method To Secure The Data
S. Kishore1, A. Rajesh2

1,2Department of CSE, AVIT, Chennai, Tamil Nadu, India
1kishore123@gmail.com

Received: 06.01.2025 Revised: 06.02.2025 Accepted: 16.02.2025 Published:28.02.2025

Abstract - One of the most important role of the data development security system, which are growth the secret key randomly
in AES and Salsa algorithm. Nowadays data security is more important thing in worldwide, because which security system
will be decreased the threats and AES algorithm has 16 round and each round has multiple rounds of the process and then
Salsa operate the limited rounds only not to given well security. These issues will be solved by the AC-JBR22 operations.
This operations has four process. The first 3rd-process will be used the opposite diagonal keys only and 4th-process will be
rotated all diagonal keys to the 1strow. Therefore, the new AC-JBR22 operations will do encryption process is very fast and
given good security while comparing to the existing operations.
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1. Introduction
The information security has become one of the issues which ought to be tended to critically. Actually the

rough speed incredibly data equivalent nature and rapidly developing programmability of delineations taking care
of units make them an appealing stage for general explanation estimation. The AES estimation is as of now the
standard block-figure computation that has follow the “Data Encryption Standard (DES)”.Standard AES
computation's very long encryption time makes it unable to satisfy the demand for quick encryption. In light of this,
the GPU's (Realistic Dealing with Unit) top show handling limit becomes a hot topic of research due to its higher
data move information transfer and improved parallelism. The Cg language does AES encryption estimation based
on unparalleled GPU execution handling. The major developments are also examined and distinguished, and the
assessment's final result about the estimation's viability is displayed. It has been demonstrated that the
estimation speed of an AES computation using a graphics processing unit is significantly faster than an AES
computation using a central processing unit. AES key lengths of 128 have 10 rounds, 192 have 12 rounds, and 256
have 14 rounds. The new strategy AESChaCha-JaiBagathRaj22(AC-JBR22).

2. Related work
Creator learned about AES encryption calculation execution of speed with computer processor's [1]. They plan the two

plans and those plans determined the throughput utilizing AES [2]. They focus on the key and joining the two primary part as
AES and ECC [3]. Creator concentrated on top to bottom of AES calculation and that calculation contrast with existing
calculations [4]. They discussed the three principal symmetric based key calculations like "AES, Blowfish", and Salsa20" [5].
They learned about the how to anticipate the information from different sources [6]. Creator concentrated on the co- indivisible
numbers top to bottom and applied in lattice [7][9]. They applied the three activities and that tasks are contrast the presentation
and different strategies [8]. Creators are focus on the corner to corner keys and typical key [10]. They discussed the AES and
executed that strategy [11]. They concentrated on the ideal [12] and indivisible numbers [13]. Creator exchange the typical key
and prime key [14]. They anticipate the film audits utilizing AI calculation [15]. They broke down the cryptography calculation
and AES calculation [16]. They secure the statistical data by sensor [17]. To detect and secure the cloud data [18]. To protect
the data from clone attack [19].

3. Methodology
The new method AC-JBR22 has 4 operations like randomly get the diagonal values from matric data and applied to

Equation(1); To apply the calculated reverse diagonal values to the DVRA matrix; and similarly those calculated values will be
used to do the swapping process in DVRS matrix; To operate the operations will be moved to the first row for all reverse
diagonal values in DVRF matrix.
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Algorithm for Encryption

 To discover the any general information and that information converted to the format of matrix.

 To discover the diagonal values randomly from I matrix.

 To apply the random values in Equation(1)

 DVR = a






a

zaz
 Equation (1)

 where DV is diagonal value

 To calculate the DV values and those values will be swap the operations in I matrix.

 To operate the all operations will be moved to the first row of the reverse diagonal values in the I matrix.

4. Discussion
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Where I is data
 Let a=23, y=41, α=22, and β=44

 DVRA =
)44*22()44*23(

)41*22()41*23(




where DVRA is Diagonal Values Reverse Applied
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 DVRS Pairs = (94),(39),(02),(10),(12),(96),(80)
where DVRS Diagonal Values Reverse Swap

1. (9,4)
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Fig. 1 Performance of the method for Salsa Vs AC-JBR22

From figure 1 show the comparison and performance of the method between Salsa and AC-JBR22. Every operations has
speed of encryption are well while comparing to the existing operations of the Salsa. Finally, the graph show it the performance
of the proposed and existing operations.

5. Conclusion
Everyday security system will be developed in worldwide. This system growth will be increased day-to-day and discover

the random secret key in AES. In this paper, we proposed the method AC-JBR22. This method randomly discover the diagonal
values from matric data and applied to Equation(1); To apply the calculated reverse diagonal values to the DVRA matrix; and
similarly those calculated values will be used to do the swapping process in DVRS matrix; To operate the operations will be
moved to the first row for all reverse diagonal values in DVRF matrix. Therefore, the new AC- JBR22 operations of the speed
of encryption process is express and show good security while comparing to the existing operations.
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