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Abstract - The Internet of Things (IoT) shows a new way to create heterogeneous and distributed systems that can be used as
a platform for ubiquitous computing services. Because the Internet of Things (IoT) creates so much data that there aren't
enough processing and storage resources to handle it all, a cloud-based architecture is being employed a lot to meet these
needs. As a result, the cloud-based Internet of Things ecosystem has had a lot of serious security and trust problems. To
address these challenges, a new strategy called SRow operations has been put forward. The approach has four different
parts. 1. Choose the Secret Message— Pick a message that you want to keep private. 2. To apply the ASCII code for secret
message. 3. To swap the cell values in the matrix using encrpted secret message. 4. you will exchange the row operations in
the matrix. Plain text is changed into encrypted text to protect the information. To decrypt something, you have to undo the
conversion, which gives you the message in its original form. The suggested solution is safer than other common ways of
encrypting data.
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1. Introduction
The fast-growing Internet of Things (IoT) connects physical objects via embedded electronics, software, sensors, and network

connections. Devices, cars, buildings, and intelligent systems are examples. This network ensures that data collected and
transferred regularly between people and their devices is consistent. Internet of Things devices have limited computational power
and storage, thus complex processing and large-scale data management are offloaded to cloud services. The Internet of Things is
crucial in modern technology because it improves efficiency, scalability, and system performance by connecting to the cloud. For
instance, Internet of Things devices create massive amounts of data, which may strain networks. Cloud computing efficiently
processes and stores this data, improving cloud-based Internet of Things system speed and scalability. Figure 1 demonstrates the
architecture of a cloud-integrated IoT framework.

Fig.1 Environment of IoT.
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IoT integration with cloud computing increases technological resources. However, cloud-based Internet of Things solutions,
like many other emerging technologies, have challenges. Two major issues are safety. Therefore, shifting Internet of Things
activities to the cloud necessitates transferring trust and security issues to cloud infrastructure. However, most Internet of Things
security research focuses on wireless networks, and cloud-based trust assessment is scarce. This article improves cloud-based
Internet of Things (IoT) security by analyzing cloud service trustworthiness utilizing security measures and reputation-based
assessment.

2. Related work
The author discussed cloud security and mentioned four high-level concepts for governing alternative clouds [1]. Using

the Internet of Things, the authors created a trustworthy cloud security solution and an efficient cloud computing service [2].
These writers created a cloud security strategy for the public and businesses [3]. After investigating four depth security
approaches, the authors assessed depth cloud security [4]. The authors employ machine learning to improve social media data
safety. This study adds to social media data protection literature [5]. The authors built a virtual cloud network (VCN) security
architecture and evaluated which of the three clouds is more popular [6]. These authors propose deleting data, particularly
third-party-contracted data [7]. This paper discusses how adversarial attacks might affect machine learning models and the
urgent need for robust cryptographic approaches in AI-based security solutions [8]. The authors used cloud sensor architectures
to study security threats [9]. They analyzed the various methods and are presently investigating the mechanisms provided for
future verification [10]. This research investigates if multi-path routing can improve distributed ledger transaction safety and
efficiency. focused on optimizing encrypted data transmission via blockchain nodes [11]. They are researching stakeholder
safety to advance e-health research [12]. The authors studied 67 fields, although they focused on support vector machines
(SVM) in machine learning [13]. The authors investigated mobile device cloud computing capabilities [14] to ensure
healthcare security. This article discusses cryptographic methods designed to secure large amounts of data in cloud and
distributed environments [15]. This article discusses cryptography. The Secret Row Operations (SRow) approach was proposed
after reviewing the literature.

3. Methodology
SRow Operations suggested approach consists of four different processes. 1. Choose the Secret Message— Pick a

message that you want to keep private. 2. To apply the ASCII code for secret message. 3. To swap the cell values in the matrix
using encrpted secret message. 4. you will exchange the row operations in the matrix are shown in Figure 2.

Encryption Process
 Select the secret message: Pick a key to encrypt.
 To apply the ASCII code for secret message.
 To swap the cell values using a secret key in the matrix.
 Apply the row operations in the matrix.

4. Result & Discussion
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Cipher text

Fig. 2 SRow Operation Methodology

2nd process (7,3)

RT =



















44434241

34333223

14312221

24131211

NCNCNCNC

NCNCNCNC

NCNCNCNC

NCNCNCNC

3rd process (6,5)
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4th process (7,7)
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5th process (7,9)
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6th process (7,8)
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7th process (6,8)
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 To apply the row operations

1st process to exchange the first and last rows
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2nd process to exchange the second and third rows
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Table 1. SRow operations encryption performance

File Size (Bytes) ChaCha Salsa SRow

55 1.21 1.09 1.6

89 1.49 1.24 2

166 1.99 1.85 2.3

256 2.03 2.4 3.1

345 2.44 2.6 3.7
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This link opens Table 1, which compares the three encryption speeds. SRow operations, a unique methodology
owing to its essential properties, provides a faster speed performance than other methods. SRow operations, a new
technique, outperforms competitors like the “ChaCha” method in Figure 3, “Salsa” method in Figure 4 and “SRow”
method in Figure 5 with performance rates of 1.6, 2, 2.3, 3.1, and 3.7 milliseconds.

Fig. 3 ChaCha Vs SRow Encryption Speed

Fig. 4 Salsa Vs SRow Encryption Speed
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Fig. 5 ChaCha Vs Salsa Vs SRow Encryption Speed

5. Conclusion
The Internet of Things (IoT) offers a new way to build large, distributed systems that may be utilized for computing

services anywhere. Cloud-based architectures are employed when there are not enough computers and storage space to handle
the massive amounts of IoT data. Thus, cloud-based Internet of Things has several trust and security issues. SRow operations
addresses these challenges with a new method. This procedure comprises two steps.1. Choose the Secret Message— Pick a
message that you want to keep private. In the second stage, you will exchange the row operations in the matrix. The proposed
method provides higher security than standard encryption.
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