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Abstract - The new world is information world in citizen life; since information just chose live or not on the planet.
Information is more accessible in government, clinic, online entertainment and so on.. For this information have smidgen
security, so programmers can hack the information without any problem. For this issue, we presenting the new technique is
KRB22 and it has two phases. The first stage is applying for T-test strategy and Oth network esteem start from end then, at
that point, trade values, and the second stage is secret key and that key applying in n(n+1)/2 activities. The KRB22 strategy
give high security while contrasted with ChaCha technique
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1. Introduction

Nowadays public health data was increased day by day in the current global world. To investigate the general clinical issues
data by using artificial intelligence computation. The classification support process is Yes or No and unpredictable area process is
“Mean Square Error”. The generated data are not secured properly and can easily get hacked by the hackers. To overcome from
this data security issue, we have planned to apply KRB(KarthikRajaBagath) 22. They execution showed and very basic and
grasped estimation is structure computation [1]. The CBB21 computation is appeared differently in relation to the Salsa20/4
estimation and primarily took a time of gander [2]. They examined data with simulated intelligence computations and moreover
analyzed data applied to the CBB20 estimation [3]. They focused on the explored twitter data with applied the “SRB21” security
[4]. They analyzed first “Twitter data”, then examined guessed that data by computer based intelligence estimation, and applied
the security of “SRB18” [5]. The “RBJ25”is computationdata is differentiated the “AES and ChaCha” [6]. They focused on the
“AES and Salsa encryption”is computation with“RB20” [7]. The “CBB22” estimation is shows the security of summarized data
[8]. They focused on the time of speed for “Salsa” and security of “SRB21” [9]. The primarily examination the analysis of films
through assessment by portrayal and SVM computations [10]. They separated the huge data and put away that data with the
protection cycle is “RBJ20” computation [11].They proposed 7 phases for giving the security of the information [12].

2. Methodology

The proposed KRB22 technique has 6 stages. 1. To get the key of S prime. 2. To get the both values X1 and X2, then a
and b also. 3. To transfer the values for a and b but assign the value of Oth position from end and again do swap from first. 4.
To use the formula n(n+1)/2 in Figure 1.

®  To get the input values and apply to that values in Eq(1), Eq(2) and Eq(3).
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®  To coordinate the T-test esteem from left..

® To make secret key as n and apply the way to n(n+1)/2

3. Result

The text of your paper should be formatted as follows:

®  Matrix Input (IP).
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Fig. 1 KRB22 Methodology
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® Using Equation (2)& (3) the values are (4,2), (8,1), (3,6), (3,1)
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The proposed algorithm KBR-22 compares the performance with “ChaCha”. The existing method is to do the process
for move “all diagonal values” into the first column. The file size are (24, 76, 312, 812, 1531, 6580) bytes => (6x6, 10x10,

15x15, 20x20, 40x40) matrix as shown in the Table 1.

Table 1.Combination of 2 matrices

File Size ChaCha | KRB22
Two-Four 01.6 1.8
Seven-Six 01.2 1.9

Three-One-Two 02.7 2.8
Eight-Two-Two 02.6 2.9
One-Five-Three-One 03.4 3.5

Comparision of Encryption Performance

KRB22 Vs ChaCha

Encryption Speed (Seconds)

File Size (Bytes)

Fig. 2 Encryption performance

aCha
| | B2?

The KBR-22 method has compared the performance of encryption 1.8 (s), 1.9 (s), 2.8 (s), 2.9 (s), 3.5 (s) and 3.6 (s)
for the KBR-22. The KBR-22 provide “more protection” of the data; when compared to existing method in Figure 2.

4. Conclusion

Nowadays public health data was increased day by day in the current global world. To investigate the general clinical
issues data by using artificial intelligence computation. For this information have low level security, so programmers can hack
the information without any problem. For this issue, we presenting the new technique is KRB22 and it has two phases. The first
stage is applying for T-test strategy and the second stage is applying the secret key. The KRB22 strategy give high security

while compared with ChaCha technique.
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